Communication over Continuous Quantum Secure
Dialogue using Einstein-Podolsky-Rosen States
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Background and Motivations Contributions

 Quantum computing makes traditionally secure encryption algorithms breakable [1]

* Many quantum-based communication protocols have been proposed

* One type of protocol (Quantum Secure Direct Dialogue, QSDD) focuses on bidirectional
transmission of encrypted messages through the quantum channel [2]

* The efficiency of pre-existing communication protocols are undesirable

* Propose a novel quantum communication protocol that focuses on efficiency by enabling
continuous dialogues while ensuring security

* Allow either party to speak during a conversation without being limited to a particular order

* Implement the protocol using the Qiskit framework and perform simulation of CQSD
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e Testing CQSD protocol on real guantum machines

* Improving fault tolerance of the CQSD protocol

e Quantitatively compare CQSD’s performance to other
protocols



